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u ﬂ POSTER AND DEMO SESSIONS

THURSDAY, 27 APRIL 2006

Demonstration Session #2 — 09:30 to 18:00

Demo of DANTE: A Self-Adaptable Unstructured Peer-to-Peer
Network

Luis Rodero, Antonio Fernndez, Luis Lopez, José Antonio Pérez, Juan
Francisco-Morcillo (University Rey Juan Carlos, Spain), Vicent Cholvi
(Universitat Jaume I, Spain)

Protocol Enhancements for Disruption Tolerant Mobile Networking
Simon Schuetz (NEC Europe Ltd., Germany), Matus Harvan
(International University Bremen, Germany), Lars Eggert, Stefan
Schmid, Marcus Brunner (NEC Europe Ltd., Germany)
Implementation and Demonstration of Unified Link-Layer API
Alain Gefflaut (European Microsoft Innovation Center, Germany), Janne
Riihijarvi, Matthias Wellens (Aachen University, Germany), Petri
Mahonen (Rheinisch-Westfalische Technischen Hochschule Aachen,
Germany)

Demo of Triple Play Services with QoS in a Broadband Access
Residential Gateway

Francisco Valera, Jaime Garcia, Carmen Guerrero (Universidad Carlos
Il de Madrid, Spain), Vitor Ribeiro, Vitor Pinto (Portugal Telecom
Inovacao, Portugal)

Enhanced Integrated IP/MAC/PHY services for ad-hoc networks
Hervé Aiache, Vania Conan (Thales Architecture Framework Centre,
France), Gregoire Guibe (Thales Land and Joint Systems, France),
Raymond Knopp (Institut Eurecom, France), Jeremie Leguay (Université
Pierre et Marie Curie, France), Christophe J. Le Martret (THALES
Communications, France), Navid Nikaein (Institut EURECOM, France)
Scalable Network Sensing Service

Praveen Yalagandula, Puneet Sharma, Sung-Ju Lee, Sujata Banerjee,
Sujoy Basu (Hewlett-Packard Labs, USA)

Poster Session #6 — 09:30 to 13:00
Security and Multicast

Why Are You Still Using Shortest Path? —Path Selection Strategy
Utilizing High-functional Nodes-

Taro Hashimoto, Katsunori Yamaoka, Yoshinori Sakai (Tokyo Institute of
Technology, Japan)

Passive and Active Hidden Terminal Detection in 802.11-based Ad
Hoc Networks

Frank Li (UniK - University Graduate Center, Norway)

Profiles and Multi-Topology Routing in Highly Heterogeneous Ad
Hoc Networks

Audun Hansen, Tarik Cicic (Simula Research Laboratory, Norway), Paal
Engelstad (University of Oslo / Telenor R&D, Norway)

A Secure low-cost WLAN Localization Scheme

Santosh Pandey (Auburn University, USA), Faroog Anjum, Byungsuk
Kim (Telcordia Technologies, USA),Prathima Agrawal (Auburn
University, USA)

VACCINE: War of the Worms in Wired and Wireless Networks
Sapon Tanachaiwiwat, Ahmed Helmy (University of Southern California,
USA)

Securing Vehicular Networks

Maxim Raya, Panos Papadimitratos, Jean-Pierre Hubaux (L'Ecole
Polytechnique Fédérale de Lausanne, Switzerland)

A secure and performant token-based authentication for infra-

structure and mesh 802.1X networks

Leonardo Maccari, Romano Fantacci (Univerity of Florence, Italy),
Tommaso Pecorella (National Inter-University Consortium for
Telecommunications, Italy), Federico Frosali (Tilab, Telecom Italia LAB,
Italy)

FLUX: A Forensic Time Machine for Wireless Networks

Kevin McGrath, John Nelson (University of Limerick, Ireland)
Towards Deployable Large Scale End-point-based Multicast
Streaming

Gyorgy Dan, Viktoria Fodor, llias Chatzidrossos, Gunnar Karisson (Royal
Institute of Technology (KTH), Sweden)

Attacker Traceback and Countermeasure with Cross-layer
Monitoring in Wireless Multi-hop Networks

Yongjin Kim, Ahmed Helmy (University of Southern California, USA)
Packet Content Anonymization by Hiding Words

Lukas Kencl (Intel Corporation, UK), Martin Loebl (Charles University,
Czech Republic), Jose Zamora (Universidad de Chile, Chile)

Poster Session #7 - 14:30 to 18:00

New Network and Protocol Architecture

A Mechanism of Applying Human Intelligence to Future
Generation Network

Yang Li, Anthony Chan (University of Cape Town, South Africa)

On the Vision of Implementing A Truly Native Ethernet-Based
Global Multi-Service Infrastructure

Haidar Chamas (Verizon Communications, USA); Mohamed Ali, Antonis
Hadjiantonis (City University of New York, USA), William Bjorkman,
Stuart Elby (Verizon Communications, USA)

NIHO: Network Initiated Handovers for next generation ALL IP
Networks

Telemaco Melia (NEC Europe Ltd, Germany), Rui L. A. Aguiar
(Universidade de Aveiro, Portugal), Albert Banchs (Universidad Carlos Ill
de Madrid, Spain), Piotr Pacyna (AGH University of Science and
Technology, Poland)

The Common Control Channel Optical Burst Switching
Architecture

Nuno Garcia (Siemens / University of Beira Interior, Portugal), Paulo
Monteiro (SIEMENS, S.A., Portugal), Mario Freire (University of Beira
Interior, Portugal), José Santos (Siemens SA, Portugal)

Daidalos: the operator's vision of the next-generation Internet
Rui L. A. Aguiar (Universidade de Aveiro, Portugal), Hans Einsiedler
(Deutsche Telekom Laboratories, Germany), Roger Karrer (Technical
University Berlin, Germany)

Magnets - an next-generation access network

Roger Karrer (Technical University Berlin, Germany), Petros Zerfos,
Nischal Piratla (Deutsche Telekom Laboratories, Germany)
Performance Analysis of Interoperability Protocols and Algorithms
in Networks-on-Chip for the Next Generation Biomedical Sensor-
Networks

lyad Al Khatib (Royal Institute of Technology (KTH), Sweden), Giuseppe
Russo (University of Roma La Sapienza, Italy), Rustam Nabiev
(Karolinska University Hospital, Sweden)
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Demo of Triple Play Services with QoS in a
Broadband Access Residential Gateway

Francisco Valera, Jaime Gaéa¢c Carmen Guerrero,
Vitor Manuel Ribeiro and Vitor Pinto

*Department of Telematic Engineering
Universidad Carlos Il de Madrid
Avda. Universidad 30, 28911 Leganes - Madrid (Spain)
Email: {fvalera, jgr, guerrerp@it.uc3m.es
fPortugal Telecom Inovép, S.A.
Rua Eng. Jas Ferreira Pinto Basto, 3810-106 Aveiro (Portugal)
Email: {vribeiro, it-v-pinto} @ptinovacao.pt

Abstract—This paper describes a complete demo sce-complete network: the core network, the access network
nario where a Triple Play configuration (video, audio and and the customer residential gateway (RGW). This demo
data) with quality of service will be shown. This scenario shows our work in the residential gateway (RGW) and
could be considered as the ai.rr_1 of the Next. Generation pow the QoS is achieved in the last mile of the access
Networks (NGN) where a unified network is used 10 oy o a5 well the RGW authentication process. Al-
transport all possible kind of traffic towards a broadband though our work is focused in the RGW device, for

Ethernet access multi-provider network. Although a NGN i
is a glue of different network parts, we focus this demo in all the tests we developed several dummies to create a

the customer premises, more precisely in the Residential COMplete testbed. The rest of this paper is structured as
Gateway (RGW) that is the interface between the end user follows. The following section presents how the RGW

and the access network. was implemented showing the main functional blocks.
We then provide the most important characteristic that
|. INTRODUCTION must be trialled to validate the whole scenario. Section

The world of the telecommunications is merging anly/ explains the complete demos we plan to present at
converging. The aim of a service provider is to delivea high level to demonstrate that the low level works
any kind of service using the same transport technaxactly as it is configured. Section V details all necessary
ogy to minimise the operation, administration and thequipment for the demo and a physical space estimation
management (OAM) of its equipments. Meanwhile, and finally we conclude with the main objectives of this
customer does not care about this and his or her maiemo.
requirement (costs apart) is the quality of the service
(QoS). [I. RGW IMPLEMENTATION

To achieve an end-to-end QoS is not easy in thelinux was selected as the prototype operating system
Internet. In Europe there are many initiatives to promotkie to its high performance, open source code and
a European broadband network standard to improleense, hardware availability, etc. Since the RGW has to
data communications between member countries. MU&tnage low level packets (link layer) and Linux does not
(Multi Service Access Everywhere [1]) is a large intenatively provide this manipulation, it was decided to use
grated European project belonging to the 6th Framewadfie Click! modular router [2]. All the architecture was
Programme with the overall objective of researching amaeviously validated by several tests including a specific
developing a future low-cost, full-service, multi-providehardware performance one [3].
access/edge network to allow European citizens accesfig. 1 represents the complete picture at the bottom
to real broadband services. level where all functional blocks and their relationship

The MUSE project is divided in different work pack-are depicted. Incoming and outgoing traffic flows are
ages focusing their research in specific points of tlmepresented and the two separate paths show that these



two flows never use the same resources at Click! le F;me Access

Dotted arrows represent unknown outgoing traffic. Clic
level sends these packets to the CSD (Click! Signall
Dispatcher) to treat them and then it sends the packet
the corresponding Signalling Process (SP) to handle
Finally, the SP returns the packets to Click! level. Dast
arrows are frame copies that Click! sends to the C
or the IMS (IP Multimedia Subsystem) due to spec
characteristics (signalling frames, for example). The
is also an OSGi bundle-CSD communication where -
Manager can configure Click! on behalf of OSGi ai
vice versa.

[ll. CHARACTERISTICS TO BE TRIALLED
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The most important characteristic of this prototype

developed within the framework of a FTTH scenario is

Fig. 1. RGW Functional Blocks

that it is a MUSE compliant RGW since it presenting
different properties that have been adopted or proposed
by MUSE architectural design group or MUSE RGW Apart from the above QoS characteristics, the follow-

specific taskforce.

ing auto-configuration and authentication related features

The Queue and Scheduling Functional Blocks insidell also be demonstrated:
the RGW device are the principal blocks to be tested. Discovery of the number of NIC present on the
to assure a complete end-to-end QoS. There are two hardware platform
different blocks one for each direction (downstream , Discovery of the NIC connected to the access

and upstream) and both elements must be tested
accomplish the end-to-end behaviour. The following is

t0 network
a, Authentication of the RGW in the providers net-

short explanation of how these blocks are implemented: work

o Queues: in Click, the implementation of these

IV. DEMO

gueues is based on the invocation of four different

queue elements. Each queue represents a differerftig- 2 depicts the complete testbed we plan to spread
CoS. There are several ways to accomplish the @2d demonstrate. This scenario shows two RGWs from
quirements imposed by a specific CoS. For exampl#/0 different customers receiving video streaming from

a fix size queue can be used to avoid queue delaff¥€ Video server, establishing a VoIP call between them

Scheduling: working with two or more queuesa”d another call with a cellular mobile user from the
implies the use of some algorithm to extract qutside and finally receiving a huge amount of traffic
packet from one queue at each time. It is even mosénulated by a traffic generating tool (Iperf). It is also
complex to elect the right one when priority queueR0ssible to surf the web at the same time.

exists. There are many scheduling algorithms to This demo will be divided in four parts

treat this problem: Priority Queuing, Weighted Fair 1) Both customers receive video at the same time:
Queuing, Class-based Weighted Fair Queuing, etc. user 1with high priority while user 2with low
There is a Click element called PrioSched that im- priority. Our goal is to demonstrate how the video
plements a Priority-like Queuing. New scheduling with the low priority is degraded due to the back-
algorithms implementation is for further study. ground traffic with a higher priority. This demo

Regarding QoS, the main RGW operation character- Wil be enhanced tuning the Iperf traffic to detect
istics to be tested in the trials are the following: the maximum bandwidth allowed in the network

Queues and scheduler systems to receive the video even with a poor image and

« Multicast functionality sound quality.

« Signalling processing !poth customers receive Iperf traffic at 100 Mbps marked with
« Remote management medium priority
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Demo scenario

PC where different services are provided (video server,

\VoIP server, web server, iperf, etc.) and with the rest

of Internet too using a Ethernet connection provided by

the organisation with at least one public IP address. The
VoIP gateway and the GSM phone are not part of our

equipment but necessary for the demo. The gateway is
accessible using the Internet connection and it makes
the connection with the mobile phone provided by the

audience. All devices are PC based so no further space
iS necessary.

VI. CONCLUSIONS

This demo shows a complete testbed where triple play
services are provided using Ethernet as the transport
technology in the access network. After a successful
authentication every customer flow is marked with a
certain QoS using the p-bits header extension provided
by the 802.1Q/p standard and, in the upstream direction

2) WiFi SIP phone 1lestablishes a VoIP call with (from the customer premises to the network), the RGW

Softphone 2using a high priority connection inis the device in charge to put that header. Our RGW
both paths WiFi SIP phone 2establishes a VoIP prototype is flexible enough to identify a flow and map
call with Softphone lusing a low priority (in both it with a certain p-bits assignation. For this demo a web
paths or just in one path). When the low priority isnterface is used to configure it properly but other ideas

just applied to the incoming trafficiser 1will no  are being researched [4].

perceive any degradation whileser 2 will hear
nothing. When theuser 2 has configured both

ACKNOWLEDGEMENTS

directions with the lower priority the same scenario This article has been partially granted by the European
than the above will occur. This is because ju§tommission through the MUSE project.

the incoming voice is affected by the Iperf traffic
and not the other direction due to the resource
separation in the RGW architecture. [1]
WiFi SIP phone Jestablishes a voice call with ag,
cellular mobile phone from the audience using a
high priority. WiFi SIP phone Zstablishes a voice
call with a cellular mobile phone from the audiencé’
using a low priority.

The last trial shows the complete Triple Play
scenario working all together. [4]

All these tests could be performed at any time and in
whatever needed order.

3)

4)

V. EQUIPMENT INVOLVED IN THE TESTBED
SCENARIO

Fig. 2 presents all devices needed for this demo. Two
BookPCs are used as the RGWSs positioned together
and their respective devices (one laptop and one WiFi
SIP phone in each home) at both sides. Both RGWs
are connected to a central desktop PC that simulates
all access network elements (Access Node, Edge Node,
etc.). This PC is connected to the Service Provider
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